
2013-10-27 (input from Oct 26 and earlier)
BS
Group name submitted approved 2.1 2.2 2.3 2.4 2.5 2.6 2.7 BONUS
adsec01 2013-09-28 2013-10-03 excellent very good explained ok ok Look again at attack 2 and what protection 

there is in the Eduroam system for the user 
traffic after the authentication and connection 
establishment/corrected

see 2.5 good

adsec02 2013-09-30 2013-10-10 very good very good explained excellent good Complement the eavesdropping 
analysis/corrected=good

basically good but 2.5 Very good

adsec03 2013-09-27 2013-10-03 ok ok, but minimalistic very good, well structured ok, but patches are not a technical counter 
measurement it is an 
organisational/procedural counter 
measurement.

Reconsider threats and protection against 
eavesdropping/corrected

ok see 2.5 but otherwise good/see comments

adsec04 2013-09-26 2013-10-26 excellent very good explained very good very good Complement the eavesdropping 
analysis/corrected=ok

ok Excellent

adsec05 2013-09-27 2013-10-03 excellent very good explained good, but aspects of eavesdropping treated 
too broad

very good Complement the eavesdropping 
analysis/updated

very good very good, see 2.5 though

adsec06 2013-09-28 2013-10-05 excellent very good explained very good, but aspects of eavesdropping 
treated too broad

good Complement the eavesdropping 
analysis/corrected=ok

excellent very good

adsec07 2013-09-27 2013-09-28 excellent very good explained excellent very good excellent excellent very good Y
adsec08 2013-09-28 2013-10-07 good very good explained ok good Complement the eavesdropping 

analysis/corrected=vg
very good see 2.5 but otherwise good

adsec09 2013-09-28 2013-08-28 excellent very good explained Ok but eavesdropping is wider problem than 
only the wifi part

good good ok good

adsec10 2013-09-25 2013-10-01 ok ok ok, notion of "network" under eavesdropping too generalok, but I question some of the "low" classified 
entries

Complement the eavesdropping. Look at how 
Eudoroam and AnyFi works and you can 
complete this row in your table. Does it affect 
your conclusion?// Corrected

ok good

adsec11 2013-09-27 2013-10-03 nice approach, but correction needed on 
order of auth step/corrected

Figure is confusing and needs 
improvement./corrected

good but give the 5 threats that are must 
urgent to tackle.

ok good ok very good

adsec12 2013-09-26 2013-09-28 excellent ok verry good very good excellent very good very good, do not fully agree but your analysis 
is consistent

Y

adsec13 2013-09-26 2013-10-02 excellent very good explained Threat1, is protection realy covering all 
segments where user data flows?

ok, see 2.3 ok, but see 2.3 ok see 2.3 but otherwise ok. 

adsec14 2013-09-25 2013-10-10 good ok ok, notion of "network" under eavesdropping 
too general

good Complement the eavesdropping 
analysis/corrected=good

ok see 2.3 but otherwise ok

adsec15 2013-09-28 2013-10-17 good ok Eavesdropping attack will vary depending 
where along the network it will occur

very good Complement the eavesdropping 
analysis/corrected=good

very good see 2.5 but otherwise good

adsec16 2013-09-27 2013-09-30 Excellent  figures and explanations but AnyFi 
figure is not complete/corrected

very good explained excellent very good excellent excellent very good Y

adsec17 2013-09-28 2010-10-11 excellent very good explained Very good, but complement eavesdropping 
beyond wifi part of network

ok Complement with an eavesdropping threat 
counter measure analysis/approved

excellent very good

adsec18 2013-09-28 2013-10-26 good redo ok ok Complement the eavesdropping 
analysis/corrected=ok

ok see 2.5

adsec19 2013-09-28 2013-09-28 very good very good explained ok, but eavesdropping aspect too broad very good excellent good very good, do not fully agree but your analysis 
and arguments are sound

adsec20 2013-09-28 2013-10-17 excellent very good explained Complement with eavesdropping on user data 
as it travels through the network towards the 
Internet/corected=good

ok see 2.3 ok see 2.3

adsec21 2013-09-28 2013-10-20 figures missing/corrected drawing not correct/corrected redo table/corrected ok Complement the eavesdropping 
analysis/corrected=ok

see 2.5 see 2.5 but otherwise good

adsec22 2013-09-25 2013-09-30 good ok Complement how eavesdropping will be 
threat in a wider perspective than only 
cracking WEP/corrected=good

ok, but see 2.3 ok, but see 2.3 ok see 2.3 but otherwise ok

adsec23 2013-09-27 2013-09-30 drawings of the three 
systems/corrected=excellent

ok Complement with analysis of threats that 
compromise confidentiality /corrected=good

ok which are the 
countermeasures?/corrected=ok

very good good

adsec24
adsec25 2013-09-28 2013-09-28 excellent ok very good ok excellent ok very good Y
adsec26
adsec27 2013-10-02 2013-10-03 excellent ok Look once more at this/corrected good see 2.3/correct= good good very good, but see 2.3

adsec28 2013-09-28 2013-10-20 very good good excellent good excellent, careful analysis, but look at 
eavesdropping in Eduroam

good very good, but make your advice which one to 
use more clear

Y

adsec29 2013-10-07 2013-10-09 good good very good good Complement the eavesdropping analysis/not 
fully ok

excellent very good

adsec30 2013-09-28 2013-10-19 ok, but figures miss info on protocols ok ok ok Complement the eavesdropping 
analysis/corrected

ok see 2.5

adsec31 2013-09-28 2013-09-28 excellent very good explained excellent very good good very good very good Y
adsec32 2013-09-28 2013-10-14 excellent very good explained Complement how eavesdropping will be 

threat in a wider perspective than only WiFi 
link/ok

very good Complement the eavesdropping analysis/not 
fully ok

ok very good

adsec33 2013-09-28 2013-09-29 excellent very good explained very good good excellent excellent almost excellent Y
adsec34 2013-09-28 2013-09-10 very good very good explained good, but complement with aspects of 

eavesdropping/corrected=ok
ok Complement the eavesdropping analysis very good see 2.5/ok

adsec35 2013-09-28 2013-10-02 correction needed correction needed very good, well structured, some attacks a bit 
out of scope though

very good answer question/done very good very good, do not fully agree but your analysis 
is consistent

adsec36 2013-09-28 2013-10-02 good ok ok ok Complement the eavesdropping 
analysis/corrected=good

good see 2.5

adsec37 2013-09-28 2013-10-06 excellent ok good, but aspects of eavesdropping treated 
too broad

ok Complement the eavesdropping 
analysis/corrected=ok

ok ok, do not fully agree but your analysis is 
consistent

adsec38 2013-09-27 2013-10-17 good ok excellent, well structured ok Complement the eavesdropping analysis/not 
fully ok

good very good, but see 2.5

adsec39 2013-09-28 2013-09-28 very good very good explained excellent, well structured very good excellent very good very good Y
adsec40 2010-10-03 2013-10-03 very good very good explained Very good, but complement eavesdropping 

beyond wifi part of network
very good very good very good very good

adsec41 2013-09-28 2013-10-19 no figures/corrected ok ok ok vg ok ok

adsec42 2013-09-26 2013-09-28 excellent very good explained excellent, well structured very good excellent very good very good, but be careful to look at Hotspot 
2.0 AP features as only available in Hotspot 
2.0 systems.

Y

adsec43 2013-09-28 2013-10-03 good ok Eavesdropping attack will vary depending 
where along the network it will occur

good Complement the eavesdropping 
analysis/corrected=very good

very good see 2.3/2.5 

adsec44 2013-09-28 2013-09-28 ok ok very good, well structured, attack5 has too 
broad scope

ok good ok good, but the main arguments here are not 
security related and have no support in the 
analysis you done in the earlier part of the 
report.

adsec45 2013-09-27 2013-10-05 ok, but figures miss info on protocols answer question very good, well structured ok answer question/ok ok good

adsec46 2013-10-01 2013-10-01 ok, but figures miss info on protocols ok Eavesdropping attack will vary depending 
where along the network it will occur

good good good good

adsec47 2013-09-25 2013-09-04 ok ok Complement  with 
confidentiality/eavesdropping 
threats/corected=good

ok, but see 2.3 ok, but see 2.3 nice very good, but see 2.3

adsec48 2013-09-28 2013-10-07 eduroam not fully correct/corrected ok very good, well structured ok Correction needed/corrected=vg ok very good

adsec49 2013-09-27 2013-09-30 Good figures but AnyFi figure is not 
complete/Corrected

ok Complement how eavesdropping will be a 
threat in a wider perspective than only 
wireless link/Corrected

good good good good

adsec50
adsec51 2013-10-02 2013-10-19 Excellent good Very good, but complement eavesdropping 

beyond wifi part of network/corrected
good Complement the eavesdropping analysis ok ok

adsec52

Project 2 result tracker


